To better serve the GPC community, OIT will soon require additional steps to access the wired and wireless network to ensure the security of network and computing resources. Network access to services including websites, email, internet/intranet, network shares, and printing will require the use of authentication via Network Access Control.

The release of the new authentication process will begin Sunday, September 21st for Newton and Decatur campus. Dunwoody and Clarkston will be cutover starting October 5th. This means that until network access control is in place on all campuses you might not have to authenticate on your “home” campus but if you travel to another campus where authentication is in place you will have to authenticate using the instructions below.

Employees that use a GPC owned computer will automatically be given access to the campus network (wired or wireless) when they sign-in to their computers. OIT will begin to deploy an agent program that will allow for single sign on from these computers. Should the agent not be installed:

1. Employees will need to open a web browser (Internet Explorer, Firefox, etc) before network access will be granted.
2. Upon opening the browser, the employee will be automatically redirected to the NAC login page.
3. Select the correct provider, GPC Faculty-Staff.
4. Use the same username/password that you use to login to your GPC computer or email.

GPC employees will then have access to all of the same network and computing resources as before.

Employees that use a non-GPC owned computer or device will have to do the following to have access to the wired or wireless network:

1. Open a web browser.
2. Then use the same username/password that is used to login to your GPC computer or email and select the correct provider, GPC Faculty-Staff.

Students who wish to use their own computer or device will have to do the following to have access to the wired or wireless network:

1. Open a web browser.
2. Then use the AD (Active Directory) username/password that is available by going to the http://www.gpc.edu/getmylogin page and select the correct provider, GPC Student.

Guest’s access at the college will need the host of the event to contact the GPC Helpdesk 48 hours in advance to be able to use the wireless or wired network. Guests will be given temporary credentials to be use at the web browser redirect and select the correct provider Guest. More detail on this process can be found at www.gpc.edu/nac.

If you have any additional questions please check out the link www.gpc.edu/nac or contact the helpdesk at 678-891-3460

-Thanks